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The Runet and the rest of the
world
With the war raging between Ukraine and

Russia since 24 February, the cyber domain

has become the focus of attention.

It has turned into a theatre of con�ict,

where cyberattacks on the logical and

semantic layers respond to one another.

Read the article

Should we prepare for an
escalation of the Ukrainian
con�ict?
Organisations need to remain on high alert

for the consequences of a cyber spillover

from the crisis in Ukraine. The use of

unconventional strategies and tactics on

Ukrainian soil is not new. And NotPetya

reminds us that digital boundaries are thin.

Read the article

What are the changes in
how local authorities
consider cybersecurity?
The health crisis has accelerated the

implementation of digital services o�ered by

local authorities to citizens. Their use is only

possible in an environment of trust, which is

guaranteed by security. Unfortunately, the

frequent cyberattacks su�ered by local

authorities over the last two years have

shown weaknesses in cybersecurity

measures.

Read the article

What if… the cyberattacks on
European oil ports are a
hybrid declaration of war?
Last February 2022, oil ports in Rotterdam,

Antwerp and Ghent became the target of

several cyberattacks that endanger crucial

maritime transport hubs in Europe.

Multiple petrochemical facilities had to halt

their logistical processes, which caused

enormous delays in the supply chain of

speci�cally oil.

Read the article

           

Second edition of the eCPF: the European revolution is

expected!

We are all interdependent! This reality of our environment obviously

applies to e-commerce, which has changed our daily relationship with

consumption. E-commerce in France is worth €129 billion—an increase

of 15.1% compared to 2020. For its 2nd edition, the e-Consumer

Protection Forum (eCPF) will build on its fundamentals, mobilise for a

positive customer experience with safe and authentic products, and

commit itself to ensuring that each actor in the ecosystem has its

place. Platforms, manufacturers, right holders, authorities, and

solution providers all contribute to a trusted e-commerce

environment for the bene�t of consumers. See you on 7 June 2022 at

the FIC!

First Trust & Safety Forum: a cohesive space open to all

stakeholders

The inaugural edition of the Trust & Safety Forum (T&SF) in Lille,

France, on 7 June 2022, takes place at a unique moment,

unprecedented in the last two decades, with a wave of new

regulations under preparation. With 100.000 professionals worldwide,

20.000 companies soon impacted by the upcoming Digital Services Act,

Trust & Safety thrives to become a standard discipline within the

broad family of security. The Trust & Safety Forum (T&SF) o�ers a

cohesive space open to all stakeholders, from platforms to regulators,

inclusive of trusted �aggers and solutions providers.

More information here.
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Diversity in cybersecurity: a crucial issue for the sustainability of
the industry 

All studies show this: gender diversity enables organisations to perform better. However, women

are underrepresented in the digital sector, and more particularly in cybersecurity. So, girls and

ladies, dare to enter this rapidly expanding sector, which needs your skills in terms of know-how

and interpersonal skills. I can never repeat it enough: “Who dares wins!”

Read the edito

Launch of the FIC North America!

March, 30 2022

On Wednesday, March 30 from 3:00 pm to 4:30 pm (French local time), the FIC team as

well as the main public, private and academic partners will launch the FIC North

America and present the project as well as partnership opportunities (online event).

Register here

INCYBER PARTNERS

Unsuscribe? Click here
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